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ABSTRACT   

A digital watermarking technique has been proposed as a 

possible resolution to the necessity of copyright protection and 

authentication of transmission information in a networked 

setting, it makes possible to spot the author, owner, approved 

client of a document victimization RDWT technique were 

developed in recent years. Because it will recover the 

watermarked information back to the first host signal, 

reversible watermarking algorithms are suitable for medical, 

military and different special fields. However, these algorithms 

have their defects, like weak robustness, low embedding 

capability and high hard quality. This paper proposes a 

reversible picture element technique watermarking algorithmic 

rule supported LSB replacement. It can not only recover the 

first information to a high extent, however even have strong 

hardiness and low hard quality and .The watermark is 

superimposed in choose coefficients with significant image 

energy within the remodel domain so as to confirm non- eras 

ability of the watermark. Advantages of the projected technique 

include: improved resistance to attacks on the watermark, 

implicit visual masking utilizing the time-frequency localization 

property of wave transform .Digital image watermarking that 

doesn't require the first image for watermark detection and this 

projected technique is strong to most of the signal process 

techniques. Purposed Technique ARDWT base on Image Data 

Authentication. 

KEYWORDS: Image Data Authentication, Discrete cosine 

transform, Peak Signal to Noise Ratio, Discrete Fourier 

transform. 

INTRODUCTION 

Today’s generation is witness of developments of digital media. 

An awfully simplest example of digital media may be an 

exposure captured by phone camera. The employment of 

Digital media is common in gift era. Alternative example of 

Digital media is text, audio, video etc.  They know a web is that 

the quickest medium of transferring information to anyplace in 

a very world. As this technology adult up the threat of piracy 

and copyright terribly obvious thought is in homeowners mind. 

Therefore Watermarking may be a method of secure 

information from these threats, during which owner 

identification (watermark) is unified with the digital media at 

the sender finish and at the receiver finish this owner 

identification is employed to acknowledge the authentication of 

knowledge. This system may be applied to all or any digital 

media varieties like image, audio, video and documents. From 

a few years researchers and developers worked during this 

space to achieve best results. The paper is organized as follows 

sections summary of Image watermarking together with history 

of watermarking ,sorts of Image watermarking techniques 

thoroughly ,Classification & Applications of watermarking, 

Threats for Image watermarking .Image Watermarking is that 

the technique of embedding of owner copyright identification 

with the host image. Once and the way watermarking is 

employed 1st is that the topic of dialogue however it will used 

at Bologna, European country in 1282 .at first it's utilized in 

paper mills as paper mark of company. Then it's common in 

observe up to twentieth century. Subsequently watermark 

additionally utilized in the token and currency notes of any 

country. Digital image watermarking is really derive from 

Steganography, a method during which digital content is hide 

with the opposite content for secure transmission of Digital 

information. Specially conditions steganography and 

watermarking square measure terribly similar once the 

information to be secure is hidden in method of transmission 

over some carrier. The main distinction between these 2 

processes is in steganography the hidden information is on 

highest priority for sender and receiver however in 

watermarking larva supply image and hidden image, signature 

or information is on highest priority. [1]. 

 Digital Watermarking Framework: Watermarking is that the 

method that embeds information known as a watermark or 

digital signature or tag or labels into a transmission objects such 

watermark may be detected or extracted later build an assertion 

regarding the item. The item could also be a picture, audio, or 

video. An easy example of a digital watermark would be a 

visible seal placed over a picture to identify the copyright. 

However, the watermark may contain further info together with 

the identity of the buyer of a selected copy of the material. In 

general, any watermarking scheme; (algorithm) consists of 

three components [2].  

1. The watermark. 

2. The encoder (insertion algorithm). 
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3. Decoder and comparator (verification or extraction or 

detection algorithm). 

 Every owner features a unique watermark or an owner also can 

place completely different watermarks in several objects the 

marking algorithm incorporates the watermark into the item. 

The verification algorithm authenticates the item determining 

each the owner and also the integrity of the item [2]. A 

generalized watermarking system is devised in Within the 

Watermark Insertion Block, copyright info is hidden within the 

initial piece of work in an encrypted type. 

  
Fig1 Generalized Model for a Watermarking System 

The original image, I is processed within this watermark 

insertion system. The other input to the present block is that the 

copyright info or the watermark, W to be embedded within I 

using the key, K. Thus, the final image available within the 

market could be a composite image, w I containing the 

encrypted logo within the first image. This composite image out 

there within the market has each risk of being attacked by the 

hackers in an exceedingly bid to destroy the watermark 

embedded within it, to get the hacked version, of the composite 

image. Once the hackers become successful in destroying the 

watermark the first piece of work becomes at risk of every kind 

of fraud. The first aim of the Watermarking Extraction Block is 

to with success extract an estimate of the copyright info, from 

the hacked version. The higher the watermarking system the 

additional resembles W [3, 4]. 

Features of digital Watermarking: A watermark is designed to 

for good reside within the host information. Once the 

possession of knowledge is in question, the data are often 

extracted to utterly characterize the owner. To achieve most 

protection of belongings with watermarked media, many needs 

should be satisfied:  

Undeletable: The watermark should be troublesome or maybe 

not possible to get rid of by a malicious cracker, a minimum of 

while not clearly degrading the host signal. 

Statistically undetectable: A pirate shouldn't be ready to find the 

watermark by examination many watermarked signals 

belonging to a similar author.  

Robustness: Watermark ought to be retrievable, that is often 

used for transmission and storage. The watermark ought to be 

recoverable though common signal process operations are 

applied, similar to signal improvement, geometric image 

operations and noise filtering. Watermark ought to stay within 

the cover/content once numerous kinds of manipulations, each 

intentional and accidental. Even a fragile watermark ought to 

withstand traditional alterations. Tolerance against well-

outlined modifications is important [5]. 

II.RELATED WORK 

Bajaj et al.[6]  has proposed a title “robust and reversible digital 

image watermarking technique based On RDWT-DCT-SVD” 

Hybrid image watermarking technique is proposed in this paper 

which takes the advantages of different transforms like RDWT, 

DCT, SVD and trigonometric functions. So, all the functions 

are combined at one place to create a non-blind, robust and 

reversible watermarking scheme. The algorithm is verified on 

different format host images and different intensity watermarks. 

To measure the effectiveness of the method, the correlation 

based extraction mechanism is used with the tolerance level of 

0.8 for robustness. And PSNR is measured to check fidelity of 

watermarked and extracted original image. The experimental 

results show that the algorithm is robust against many attacks 

like rotation, scaling, blurring, contrast, JPEG Compression, 

histogram equalization, affine transformation, mean filtering, 

Gaussian noise. NCC remains above tolerance level even when 

the image is completely distorted and also the visual quality of 

extracted original image is indistinguishable. It can be used for 

various applications like copyright protection, ownership 

problems, content verification, authentication and sensitive 

applications which require high robustness. 

M. K. Ramaiya et al [7] proposed an algorithm to protect digital 

data by embedding watermark that is encrypted by DES 

algorithm. Two level discrete wavelet transformation (DWT) is 

applied to the original image before apply watermarking in it. 

C.-C. Tsai et al. [8] introduce a discrete wavelet transform 

digital watermark algorithm based on human vision characters. 

In this technique, first of all watermark image is transformed by 

using DCT transformation. Then this watermark image is 

embedded into the high frequency band of wavelet 

transformation domain. 
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X. Tan et al. [9] proposes a new technique in which the 

watermark is not embedded directly on the wavelet coefficients 

but rather than on the elements of singular values of the cover 

image’s DWT. 

Raba K. Ward et al. [10]. Used Wavelet packets-based digital 

watermarking for image authentication. This method is able to 

detect the images, which are effected through malicious 

tampering via incidentally distorted by basic image processing 

operations. The user has to use the secret identification key in 

the image, achieved through quantizing selected wavelet 

packets coefficients. The advantage of wavelet packets-based 

embedding domain maximizes the robustness of the marks, to 

allow system to work in the presence of high quality JPEG 

compression. The future extension of this method could be used 

in audio and video application for authentication [11]. 

Songyu Yu et al. [11]. was used to Contour let-based image 

adaptive watermarking, which uses the Laplacian pyramid (LP) 

to divide the whole original image into sub images such as low 

frequency (LF) and High frequency (HF).The low frequency 

sub band image was created by filtering the original image with 

2-D low pass filter or popularly known as smooth filters. The 

principle of low pass filter is, it will does the decreasing the 

disparity between pixel values by averaging nearby pixels in an 

image. High frequency image was obtained by subtracting the 

Low frequency sub band image from the original image without 

using 2-D high-pass filter. they proposed watermark method, in 

which the watermark is embedded into contour let coefficient 

of the largest details sub band images of the image is called as 

contour let-based image adaptive water marking[13] 

Sartid v. et al. [12]. Proposes that QR Code (Quick Response 

Code) is embedded with an invisible watermarking using DCT. 

DCT is used for encoding process to allow QR Code image to 

be broken up into different frequency bands using block DCT 

based method; comparison between mid-bands coefficients 

then embed with the invisible watermarking information into 

the middle frequency bands. Reverse embed process from the 

invisible watermark is used for watermark extraction in the QR 

Code image. This QR Code image with invisible watermark 

preserves an information hiding text in the QR Code image. 

K. Janthawongwilai et al. [13]. Used amplitude modulation for 

watermarking to enhance the images. three variety of methods 

proposed to enhance the watermark retrieval performance, first 

method was based on balancing watermark bits around the 

embedding pixels, second method by properly tuning the 

strength of embedding watermark, and third method was based 

on modifying the of pixel prediction . 

A Pavi et al. [14]. Proposed a DCT based watermarking method 

operates in the frequency domain embedding a pseudo-random 

sequence of real numbers in a selected set of DCT algorithm. 

The watermark is robust to several signal processing techniques 

and geometric distortions. 

Blossom Kaur et al. [15]. Proposes a DCT based scheme in their 

proposed work. They embedded the watermark in the mid 

frequency based on the DCT blocks. The watermark is inserted 

by adjusting the DCT coefficients of the image and the private 

key. Same private key has been used for image extraction 

without restoring the original image. 

III. SIMULATION ENVIRONMENT   

The Performance analysis of MATLAB version 14 (R2008a) 

i.e. used for this thesis simulation result of image processing 

provides processor optimized libraries for fast execution and 

image computation. It uses its JIT (just in time) compilation 

technology to provide execution speeds that rival traditional 

programming languages. It can also further advantage of multi 

core and multiprocessor computers, MATLAB provide many 

multi-threaded linear algebra and numerical function. These 

functions automatically execute on multiple computational 

thread in a single MATLAB session, enabling them to execute 

faster on multicore computers. In this thesis, all enhanced 

images results were performed in MATLAB 14 (R2008b) to get 

an enhanced result of compressed and decompressed image, 

and after colorization of decompressed image, picture quality 

and numerical value after analysis In order to test the proposed 

method, Simulation using MATLAB 14 (R2008b) are 

performed on input images 

IV EXPERIMENTAL RESULT ANALYSIS  

Experimental-1 based on noise attack and result analysis both 

method (Old Method and New Method). Two types image first 

dimension and second image dimension. They use the standard 

gray-scale image. Image data embedding and extract through 

ODWT and new proposed algorithm. Both methods are 

calculating the PSNR, recover image time and image 

embedding time. Our first experimentation based on noise 

attack. A research in the field of image processing in 

watermarking method identifies various challenges. Overcome 

problem and find it is providing strong robustness, data hiding 

ability, data authentication and best possible solution. 
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Fig2 Noise Attack Estimation Embedding time Analysis of 

ODWT and ARIDPT 

 
Fig 3 Noise Attack Estimation Recover time Analysis of 

ODWT and ARIDPT 

 
Fig 4 Noise Attack Estimation PSNR Analysis of ODWT and 

ARIDPT 

IV. CONCLUSION 

A novel watermarking technique is generated image data secure 

using ARIDPT and provides better compare scalability than 

ODWT domain in show result. Since ODWT is redundant in 

nature so it disseminates the watermark in the whole image 

considering the best sub-band. As it is shift invariant hence has 

the potential to find out suitable areas to embed the watermark. 

It divides the image into four bands. Intensity variations of sub-

bands are calculated and the best one is used i.e. LL band which 

also provides transparency .A reversible bit shifting method 

based on the secondary  replacement, which allows near 

lossless recovery of the original host image. Simulation results 

prove that this algorithm not only can recover the original host 

image to a high extent, but also have good performance in 

robustness, hiding ability and computing complexity. The 

embedding capacity of this algorithm is mainly decided by the 

ratio between the size of the host image and watermark. Also, 

the main defect of this algorithm is the low embedding capacity 

in ODWT. ARIDPT also have good performance in robustness, 

reliable and computing complexity and fast and Suitable for 

robustness against ODWT. The developed mat lab tool and 

watermarking method is resistant against various attacks and 

show result best PSNR as compare ODWT. 
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