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Abstract  
 

The vulnerability parameter is one of important key issues 

in assessing the performance of point-to-point wireless net-

works. One counter-measure to address this vulnerability of 

wireless network is edge-connectivity combined with the 

minimum cycle mean algorithm. In an existing method, 

Chartrand method, proved that if the minimum degree of a 

network is the floor of half the number of nodes representing 

stations, then its edge-connectivity equals its minimum de-

gree. A more selective concept of edge-connectivity is intro-

duced, called component order edge connectivity as a new 

vulnerability parameter that concerned with how this param-

eter to classical edge-connectivity interrelates. The minimum 

cycle mean algorithm was also combined together with the 

edge-connectivity concept. Therefore, we propose a new 

point-to-point wireless network topology in ending up more 

invulnerable network, called Fan Networks Model. 

 

Introduction 
 

 In graph theories and telecommunication networks, graph 

connectivity models of wireless networks refer to point-to-

point connection of nodes and edges that are designed to 

represent wireless network topologies. The related topic 

consists of measuring the degree of a network’s vulnerability 

in particular channel types of connection situation in wire-

less networks.  

 

To obtain such measures, wireless network models by a 

graph G(V,E) in which the station terminals are represented 

by the nodes V(G) and the links that are connecting between 

nodes are represented by the edges E(G). Graph theoretic 

techniques provide a convenient tool for the investigation of 

the vulnerability of a communication to damage from natural 

or enemy – induced damage. Thus, a wireless communica-

tion network can often be represented as interconnection of 

stations (transmitter and receiver) and links that connecting 

between two stations.  

 

The assumption is that the network is subject to natural 

failure or enemy attack aimed at isolating stations from each 

other. The principle idea underlying the discussion of this 

topic is the problem of determining the vulnerability and 

designing wireless network which are invulnerability to en-

emy attack are of paramount importance. As yet, neither the 

analysis nor synthesis problems have been completed 

proved, although a number of practical results have been 

discovered. One difficulty immediately encountered in vul-

nerability studies is lack of a completely appropriate vulner-

ability criterion. 

 

An example of a network conditions that has number of 

links to each station to avoid the occurrence of a communi-

cation link disconnection arise. It was proven that if the min-

imum degree of a graph is at least the floor of half the num-

ber of nodes, then its edge connectivity equals its minimum 

degree, i.e., the network is invulnerable to failure if fewer 

than the minimum number of links to any station fail. Fur-

thermore, if there is failure of some links and results in some 

pair of stations no longer able to communicate, then the net-

work has failed [5]. 

 

Since then attention has been given to study the 

parameters of traditional vulnerability. Another network 

model in which it is not necessary that the surviving edges 

form a connected subgraph as long as they form a subgraph 

with a component of some predetermined order, say k, that 

can still communicate, regardless of whether the network is 

connected. Thus, they introduced a new edge – failure model 

as a new vulnerability parameter, namely which is the 

minimum number of links that failed to produce a network 

in which the number of stations in each collection of stations 

that still communicates is less than a predetermined number 

k. This parameter depends on the value of k, the number of 

stations needed to communicate. Let ,2 nk   where n is 

the number of stations connected in the network. As k in-

creases, the value of the parameter decreases, i.e., fewer 

links need fail in order for the network to fail [3].  

 

In the case that we need all stations to communicate, 

this new parameter is equal to the traditional parameter. In 

addition, the failure of all the links to one station results in a 

network which has failed only when we needed all stations 

to communicate. Thus, it may be possible that the value of 

the new parameter may be greater than the minimum number 

of links to any station. The discussion in this paper, the writ-

ers focuses on introducing the concept of network vulnera-

bility in practice that relates in point-to-point wireless net-

works, for instance, terrestrial point-to-point wireless cellu-

lar network and wireless microwave network.  
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Channel Model in Wireless Network 
  

 A wireless network can be seen as a collection of channels 

sharing space and some common frequency band. Each 

channel consists of a set of transmitters trying to send data of 

information to a set of receivers. The simplest channel is 

point-to-point channel which involves a single transmitter 

directing at sending data to single receiver and it comes in, 

for example, the terrestrial wireless networks including cel-

lular wireless networks and wireless microwave networks. 

 

The broadcast channel is one-to-many different data of in-

formation to different receivers and it arises in, for example, 

the downlink of a GSM/HSPA Networks. The multiple ac-

cess channels is the converse, with several transmitters di-

recting at sending different data of information to a single 

receiver. This many-to-one situation arises in, for example, 

the uplink of GSM/HSPA Networks. These channels are also 

referred to a network links, many of which will be bidirec-

tional active any given time. 

 

 
 

Figure 1. Three channel types of connection in wireless net-

works 

 

 

The Wireless Networks Model 
 

Wireless networks are represented by graphs whose nodes 

correspond to the stations (transmitter-receiver), and edges 

correspond to links. Therefore, a graph G = (V,E) or G rep-

resent a wireless network that consists of a non – empty set 

of nodes V and a set E of two element subsets of V. If 

  ,, Evu   we say that  vu,  is incident at the nodes u and 

v are adjacent. If nV   nodes, and eE   edges, G is re-

ferred to as an (n,e) graph; n is the order of G and e is the 

size of G. 

 

In traditional edge-failure model [4,5], it is assumed that 

nodes are perfectly reliable but edges can fail. When a set F 

of edge fail, we refer to F as an edge-failure set and the sur-

viving subgraph G – F as an edge-failure state if G – F is 

disconnected. 

 

Definition 1 [5]:  

The edge connectivity of G, denoted by  G  or simply ,  

is defined to be 

   set failure edgean  is ,:min FEFFG   

 

Figure 2. Graphs  1G and 2 G  with 
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The graphs 
2 and 1 GG  are represented point-to-point 

wireless networks of terrestrial wireless cellular and micro-

wave networks, respectively. Both graphs have the same 
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One drawback of the traditional edge-failure model is that 

the graph G – F is an edge-failure state if it is disconnected, 

and no consideration given whether or not there exists a rela-

tively large component which in itself may be viable. There-

fore, Boesch et al. [3] introduced a new edge-failure model, 

called component order edge connectivity. In this model, 

when a set of edges F fail, we refer to F as a k-component 

edge-failure set and the surviving subgraph G – F as a k-

component edge-failure state if G – F contains no compo-

nent of order no more than k – 1, where k is a predetermined 

threshold value. 

 

Definition 2 [1,3]. Let nk 2  be a predetermined 
threshold value. The k-component order edge-connectivity 

or component order edge connectivity of G, denoted by 

)(
)(

G
k

c  or simply ,
)(k

c  is defined to be 

component- is  ,|:min{|)(
)(

kFEFFG
k

c   edge-

failure set}, i.e., all component of G – F have edge-failure 

set, i.e., all component of G – F have order .1 k  

Definition 3 [1,3]. A set of edges F of graph G is 
)(k

c -edge 

set if and only if it is a k-component order edge-failure set 

and .
)(k

cF   

Next we compute  G
k

c
)(

   for two examples of the 

graphs of Figure 2, known as the path network,  ,GnP  and 

the star network,  ,
1,1

GnK


 respectively. 

The type of graph we consider is the path on n nodes, 

 .GnP  Starting at a pendant edge label the edges consecu-

tively from 1 to n – 1. Let F be the set of edges whose label 

is divisible by k – 1. The deletion of the edges in F creates 

|F| + 1 components, the first |F| having order exactly k – 1 

and the last order at most k – 1 (but at least 1). We also note 

that if fewer edges are removed then will be fewer compo-

nents and thus by the Pigeonhole principle, there must be 
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one component of order at least k. Since 





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n
F  we 

have: 

Theorem 1 [1,3]. Given   .
1

1)(
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The second type of graph we consider is the star, .
1,1 nK  

Deletion of any set of m edges results in a subgraph consist-

ing of m + 1 components, one isomorphic to 
1,1 mnK  and 

the remaining components isolated nodes. Therefore a k-

component edge-failure state exists if the component 

1,1 mnK  contains at most k – 1 nodes. Thus 

1 kmn  or .1 mkn   Since component order 

edge connectivity is the minimum number of edges whose 

removal results in a k-component edge-failure state, we ob-

tain the following result: 

Theorem 2 [1,3]. Given   .11,1
)(

,2  knnK
k

cnk   

From above computations of vulnerability network, for any 

n nodes we conclude that for ,3k  point-to-point terestrial 

cellular networks are more invulnerable network comparing 

than terrestrial microwave networks, or give  
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For k = 2,    .
1,1

)(
 and 

)(

n
K

k

cnP
k

c   that represented 

point-to-point terrestrial networks, respectively, show that 
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n
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Definition 4 [2]. The minimum cycle mean (MCM) decreas-

es the complexity of deciding the interation bound to the 

problem of finding the MCM of a graph. 

 

The algorithm occupies the concept of a cycle mean, the 

maximum cycle mean, and the MCM. The cycle means of a 

new graph GU are used to compute the iteration bound, and 

GU can be seen from DFG for which we will compute the 

iteration bound (called as DFG G). The cycle mean of a cy-

cle c in GU is  

 
max comp. time of all cycles in G that contain the delays 

the number of delays in these cycles in G 

  

To compute the maximum cycle mean of GU, the graph 

U
G  is constructed from GU by simply multiplying the 

weights of the edges by -1 as shown as in Fig. 3. 

 

                    
(a)                                    (b) 

Figure 3. The graphs (a)  GU and (b) 
U

G for the DFG 

 

Fan Networks Model 
 

In order to build a more reliable network, we can utilize 

both configurations as a new one network. In [1], under the 

supervisory of Boesch et al., proposed fan network model 

that combines path and star networks, as depicted in Figure 4 

below. 

 

Figure 4. A fan graph, .nF  

 

Definition 5 [1]. The fan of order n, ,nF  is the graph 

formed by connecting a single vertex to all the vertices of a 
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We give the result of 
)(k

c  that is stated without proof. 
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This fan networks model shall follow the definition de-

scribed in the Definition 4. Hence the proposed fan network 

model will have optimized minimum value between two 

consecutive points in wireless networks. The graph between 

two vertices is a model of a channel between two points. 

 

Analysis and Conclusion 
 

 The classical edge-connectivity discussed in [5] proved 

that if   ,
2







n
G  where  G  is the minimum degree of 

any node in the connected network G of order n, then the 

edge-connectivity    .GG    We proceed that the simi-
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lar result uses of  ,)(
G

k

c
  which is the minimum number of 

edges that must be removed to disconnect the network into 

components each of order less than k. The investigation gave 

that for all connected network G of order n there exists a 

value of such k such that if  G  is at least the floor of half 

the number of stations, then    GG
k

c
 

)(
 [4]. 

We also give an alternative of new point-to-point wireless 

networks topology, called fan network, and end-up with the 

result of the network becomes more invulnerable. This gives 

comparison results representing of fan, star, and path net-

works, respectively, for k > 2. And the measuring perfor-

mance in the new vulnerability parameter of component or-

der edge connectivity as 

     .)(
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